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Definition of cybersecurity, ITU, accessible (Y)
at: https://www.itu.int/en/ITU-T/studygroups/
com17/Pages/cybersecurity.aspx
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AFRICAN UNION CONVENTION ON CY- (Y)
BER SECURITY AND PERSONAL DATA
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Enhancing Cyber Resilience in Developing (V)
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INTERPOL Warns of Sharp Increase in Cyber (Y)
Attacks on Western and Eastern Africa, Cyber
Press, June 25, 2025, accessible at: https://cy-
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INTERPOL AFRICA CYBERTHREAT AS- (%)
SESSMENT REPORT 2025, INTERPOL, MAY
2025, pp.10-25
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Cyberattacks Take Aim at Government, In- (Y)
frastructure, Companies, ADF, August 26,
2025, accessible at: https://adf-magazine.
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